ATO SYSTEM INTEGRITY - VULNERABILITY ASSESSMENT METHODOLOGY

1he three-step approach outlined below has been developed to work with business areas to support them to identify and test end-to-
end, whole-of-system business processes and risk freatment approachesto expose fraud and cybercrime vulnerabilitiesin the tax,
superannuation and registry systems. Critical to the success of this champion-challenger approach will be strong collaboration and
partnership with business areas across the organisation and other agencies [as appropriate).
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