MULTI-STAKEHOLDER CONSULTATION FOR THE
REVIEW OF THE OECD 2002 SECURITY GUIDELINES

EXPERT CONSULTATION:
“CYBERSECURITY” PUBLIC POLICY MAKING

7 June 2013, Brussels, Belgium

AGENDA

Logistics

Date and time: 7 June 2013, 9:30–13:00. Registration begins at 9:00.


Lunch: a light lunch will be provided after closure of the meeting.

Background and Objectives

The OECD has been working on the relationship between ICT security and economic/social prosperity since 1992. It is now reviewing its 2002 Guidelines for the Security of Information Systems and Networks (Security Guidelines), a set of high-level policy principles for use by public and private organisations to guide the development of “cybersecurity” policies, as well as by governments to develop national policies.

The objective of the review is to modernise the Guidelines to keep them consistent with the current environment, ensuring that they continue to support security for economic and social prosperity in an open and interconnected digital environment. It aims to address issues such as:

How can “cybersecurity” best support economic and social prosperity? What are the key messages a high-level business decision maker should be aware of regarding “cybersecurity”? What are the key concepts that should drive “cybersecurity” policy making? What should governments do and not do about “cybersecurity”? How should stakeholders co-operate at the international level?

For this purpose, the OECD is consulting experts from governments, business, civil society and the Internet technical community, from OECD member and non-member countries.

The objective of this informal meeting is to collect input from expert stakeholders to feed this review. It will focus on national public policy making.

It is the second event for the review of the 2002 Security Guidelines, following a meeting organised in Paris in April 2013. Other planned meetings will take place in the context of APEC TEL 48 in Hawaii, USA in September 2013 and on 10 December 2013 in Paris.
**Format**

This is an informal meeting aimed at collecting input from participants and stimulating discussions among them to feed the review of the 2002 Security Guidelines. The OECD Secretariat will briefly introduce topics and then open the floor for discussion. There will be no speaker presentations. All participants are encouraged to actively and openly participate in the debate, which is expected to be stimulating and thought-provoking. Input gathered during these discussions will not be attributed (“Chatham House Rule”).

**Agenda**

**9:30**  
**Opening Remarks**

- Introductions (tour de table)
- Richard Windeyer, Chair of the Expert Group for the review of the Security Guidelines, will introduce the context and objectives for the meeting.

**9:50-13:00**  
**Policies for Better Security Risk Management in the Digital Economy**

The review of the 2002 OECD Security Guidelines includes an exploration of recommendations that could be made to governments in relation to their “cybersecurity” public policies.

To feed this reflection, participants will brainstorm to identify the most important policy themes that should be addressed to manage security risk in the digital economy. They will be invited to consider the role of both governments and the private sector, as well as the various modes of co-operation.

Participants will be asked to prioritise these key themes and discuss challenges and best practices.

- Brief introduction (5 min)
- The group will be asked to identify key security policy themes for fostering trust in the digital economy. These themes will be displayed on the screen (20 min).
- The group will then be asked to prioritise these themes (20 min)
- The group will be invited to discuss the most important themes identified above along the following questions (2 hours):
  - What does it mean, what problem is it supposed to solve, and why is it important?
  - How does it translate in concrete operational terms?
  - What are the respective roles of governments and the private sector? How should these actors best co-operate?
  - What are the most important challenges? What are the best approaches to succeed?

Session break: 25 min

**13:00**  
**Closure of Meeting**