WORKSHOP ON CYBERCRIME & PUBLIC POLICY INITIATIVES IN A
SECURITY-FOCUSED WORLD

PROGRAM

Hosted by:
Norwegian Ministry of Justice
United States Department of Justice

15th of October 2003 (14h00 – 17h00) (following the OECD WPISP meeting)

14h00 – 14h10  Introduction by Program Co-Chairs
• Mr. Stein Schjølberg, Chief Judge, Moss Tingrett, Norway
• Ms. Jennifer Martin, Senior Counsel, Computer Crime and Intellectual Property
  Section, Department of Justice, United States

14h10 – 15h15 Legislative and Policy Developments: The Council of Europe
Convention on Cyber Crime

What have countries accomplished in the way of creating a comprehensive framework to
establish legislation and policies to combat cyber crime and promote international
cooperation?
This panel discussion will focus on the Council of Europe Convention on Cyber Crime as
the model for effective computer crime laws to promote global security. The COE
Convention, which is the first multilateral treaty on cyber crime, provides the basic
framework for countries to establish domestic substantive and procedural laws to combat
all types of computer-related crimes. The Convention also provides the means by which
signatory countries can cooperate expeditiously with one another during the course of a
multinational investigation. After a brief overview of the Convention, panelists will
discuss domestic implementation efforts.

Moderator: Ms. Jennifer R. Martin, Senior Counsel, Department of Justice, United States
Panelists:
• Mr. Stein Schjølberg, Chief Judge, Moss Tingrett, Norway
• Mr. Gianluca Esposito, Administrator, Legal Affairs, Council of Europe
• Mr. Danny de Temmerman, Administrator, European Commission, DG Justice
  and Home Affairs

15h15 – 15h30  Coffee Break
Legislation and Policy in Practice: Case Studies

How do countries utilize their domestic laws and policies to investigate and prosecute a cyber event with international dimensions?

This panel discussion will provide real world examples of how countries have used their substantive and procedural laws to investigate and prosecute high-profile cyber attacks. It also will highlight the international nature of such events and how international investigative bodies must work together to promote a global culture of security.

Moderator: Ms. Inger Marie Sunde, OKOKRIM, Norway

Panelists:

- Mr. Bernhard Otupal, Project Manager, High Tech Crime Unit, Interpol
- Special Agent Christopher Wrobleski, Federal Bureau of Investigation, United States
- Mr. Michael G. Ford, Operations Manager, National Hi-Tech Crime Unit, United Kingdom