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Central role of the individual in the big data 
ecosystem. 

 

Key element of an ethical framework for big 
data uses. 

 

Individual responsibility in big data. 

 

 Control and  data ownership. 
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Å69% of people say that their explicit approval 
should be required in all cases before their 
data is collected and processed.  

 

ÅRoughly seven out of ten people are 
concerned about their information being used 
for a different purpose from the one it was 
collected for. 

 

 





Enhancing individual control 

USE 
Consent models 
Transaction models 

ACCESS Regulatory moves 

GOVERNANCE Participatory schemes 



USE 
Consent models 
Information tools   

ÅMigration from paper to the digital 

ïeIC tools 

ïOnline consent management  

 

ÅConceptual Shifts 

ïParticipant-centered consent  

ïDynamic consent  







Dynamic consent 

https:// www.hwcomms.com/DynamicConsent 



"We are actually considering a credit system 
whereby individuals, their communities, and our 
ǇƭŀǘŦƻǊƳ ŎƻǳƭŘ ŀƭƭ ƘŀǾŜ ŀ ΨŎǊŜŘƛǘΩ ƛƴ ŀ ǎȅǎǘŜƳ ƻŦ 
ŎƻƳƳŜǊŎŜέΦ /ƻƳƳŜƴǘǎ ōȅ {ƘŀǊƻƴ ¢ŜǊǊȅ 

 

- άBlockchainέ ǘŜŎƘƴƻƭƻƎȅ  

 

https:// www.fastcompany.com/3057732/should-you-get-paid-for-your-dna 
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General Data Protection Regulation  
 

Article 20. Data portability right  

 
άώthe] data subject shall have the right to receive 
the personal data concerning him or her, which he 
or she has provided to a controller, in a structured, 
commonly used and machine-readable format and 
have the right to transmit those data to another 
controller without hindrance from the controller to 
ǿƘƛŎƘ ǘƘŜ ǇŜǊǎƻƴŀƭ Řŀǘŀ ƘŀǾŜ ōŜŜƴ ǇǊƻǾƛŘŜŘέΦ 

ACCESS Data portability right  






