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	The draft OECD Best Practice Principles for Improving Regulatory Enforcement and Inspections is hereby presented for public consultation.
	The OECD Secretariat was invited by the delegates to the OECD Regulatory Policy Committee to develop a set of guiding principles on organising and reforming regulatory inspections. The draft of such principles was elaborated by the Secretariat in co-operation with Mr. Florentin Blanc, consultant and specialist on business inspection reforms. 
	The goal of this consultation document is to present a basis for discussion on key issues as well as some key principles on which effective and efficient regulatory enforcement and inspections should be based in pursuit of the best compliance outcomes and highest regulatory quality. The principles address the design of the policies, institutions and tools for promoting effective compliance – and the process of reforming inspection services to achieve results. Each of the principles listed in the box below represent a recommendation on one of the main issues for successful reforms and is accompanied by explanatory text. 
	The OECD believes that issuing this guidance is very timely, as relatively few countries have conducted systemic reforms in this area. Several others are now considering this idea. These countries are seeking guidance and good practice examples which this document should provide. It can also serve as an incentive for other countries to embark on such reforms.
	After official endorsement by the OECD Regulatory Policy Committee, the principles should have an informal status of a guidance approved at the Committee level – it will therefore not have the formal status of a soft law adopted by the OECD Council. It will serve as a complement to the 2012 Recommendation of the Council on Regulatory Policy and Governance. It can be used by member and non-member countries to guide their reforms. It will be also used by the Secretariat when reviewing regulatory policies in member and non-member countries as a set of criteria for evaluation.
	You are invited to comment on the scope of the document, draft principles and explanatory text. In your comments, you may wish to take into account the following questions:
Is the document fit for its purpose?
Does the paper sufficiently describe all the issues important for effective regulatory enforcement and inspections? If not, which issues should be added? Which ones should be taken out?
Do the principles provide sufficient guidance for reformers? Do you agree on the way principles are presented?
Is the explanatory text clear, concise and understandable?
	You are asked to send your comments electronically by 31 August 2013 to the following email address: inspections.comment@oecd.org. By submitting comments you agree with having those published on the OECD website.


Introduction
	Ensuring effective compliance with rules and regulations is an important factor in creating a well-functioning society and trust in government. It is a key element in safeguarding health and safety, protecting the environment, securing stable state revenue and delivering other essential public goals. This is critically important from a social perspective and as a foundation of economic growth. The challenge for governments is to develop and apply enforcement strategies that achieve the best possible outcomes by achieving the highest possible levels of compliance, while keeping the costs and burden as low as possible. 
	Experience and research suggest that optimal results in terms of compliance and burden can best be achieved by combining broad compliance-promotion efforts with well-targeted controls, and the availability of deterrent sanctions for serious violations. Effective compliance can only be achieved if regulations are realistic and adequate for a given country – and no amount of enforcement will make unrealistic rules work. At the same time, in order for enforcement activities to deliver their expected results, they need to be properly resourced – which means that risk-based strategic planning must be conducted to ensure that sufficient resources are available to address key risks, and that over-ambitious aims at not ascribed to enforcement agencies. Prioritisation is essential to ensure that results are achieved where they are most needed.

	 Definition of the term “enforcement”
In this document, “enforcement” will be understood to cover all activities of state structures (or structures delegated by the state) aimed at promoting compliance and reaching regulations’ outcomes: information and prevention, inspections, and enforcement actions in the narrower sense (i.e. improvement notices, fines, prosecutions etc.) arising in connection with regulatory inspections by authorised officials or agencies. “Inspections” will be understood as any type of visit or check conducted by authorised officials on products or business premises, activities, documents etc. From the perspective of this document, “regulatory enforcement agencies”, “inspecting agencies” or “inspectorates” are all essentially synonymous (as in practice there is fluidity in the way they are called in various countries).



	A well-formulated enforcement strategy is one that provides correct incentives for the regulated subjects as well as appropriate guidelines for enforcement staff, and minimizes both the monitoring effort and the costs for the regulated subjects and the public sector. An increasing number of OECD countries are coming to realise the importance of the enforcement phase in ensuring the quality and effectiveness of regulatory policy and delivery, reducing the overall level of regulatory burdens imposed on businesses and citizens and increasing incentives for compliance by private actors.
	Increased attention is being given to the efficiency of the enforcement phase in the regulatory governance cycle and promoting proportionality in enforcement – i.e. mobilising resources, and when needed applying sanctions, that are commensurate to the seriousness of the potential risk, or of the damage caused. Governments increasingly understand that this can help reduce burdens on business and citizens and release public resources for more productive tasks – while in fact improving the desired outcomes. Achieving efficiency improvements can follow from a review of the overall policies, the institutional framework and the tools used by regulatory agencies. It corresponds to a greater reliance on risk analysis and on a more targeted approach to the use of inspection and enforcement resources.
	For most countries, however, still relatively little focus has been given to consistently improve the way regulatory enforcement and inspections are organized and delivered. There is thus considerable potential for reducing regulatory costs on businesses and citizens through improving the efficiency and effectiveness of inspection services. Some OECD countries have launched reform programmes designed to ensure that inspection services are delivered efficiently and effectively, having regard to the costs for government in the delivery of inspection services and tailoring the organisation of inspection services to utilise changes in technology and social organisation to better attain regulatory objectives.
	The processes of how regulations are designed and developed, how to improve them and make them “smarter”, have been given considerably more study than the regulatory delivery mechanisms of inspections and other enforcement tools. Nonetheless, the latter is also crucial to understanding how the regulatory system affects businesses and the economy. Inspections and enforcement actions are generally the primary way through which businesses, in particular Micro, Small and Medium Enterprises (MSMEs),[footnoteRef:1] “experience” regulations and interact with regulators. Inadequate enforcement and inspection practices can mean that improvements to the design of regulations fail to realise their full benefits. Reform of inspections and regulatory delivery to make them more compliance-focused, supportive and risk-based can all lead to real and significant improvements for economic actors, even within the framework of existing regulations. Finally, the reform of enforcement and inspections is as much about changing methods and culture as it is about reforming institutions organisational mechanisms and legislation. [1: .	And MSMEs are also those for whom the experience can be the hardest, and the burden the heaviest, as they have less resources to deal with regulations, compliance issues etc.] 

	The main drivers for reform are generally to reduce the administrative burdens and other obstacles to business growth that stem from inspections (in particular regulatory uncertainty), to improve the effectiveness of enforcement practices and therefore improve regulatory compliance – and in some cases to increase efficiency and thus decrease budgetary costs to governments. 
	The goal of this consultation document is to present a basis for discussion on key issues as well as some key principles on which effective and efficient regulatory enforcement and inspections should be based in pursuit of the best compliance outcomes and highest regulatory quality. The principles address the design of the policies, institutions and tools for promoting effective compliance – and the process of reforming inspection services to achieve results. Each of the principles listed in the box below is accompanied by explanatory text. Delegates are invited to discuss both the specific recommendations as well as the explanatory notes.
	The draft is based on the two expert papers - Reform of Regulatory Enforcement and Inspections in OECD Countries and Inspections Reforms: Why, How and With What Results presented to the OECD Regulatory Policy Principles at its 7th meeting in November 2012, an extensive review of practices in OECD and non-OECD countries and on the research that has been conducted on this topic over the past three decades.
	Evidently, some principles will be more readily applicable to some regulatory areas, or to some countries, than to others. All these principles, to work effectively, need to be tailored in their implementation to the specifics of each jurisdiction. They should, however, form a suitable basis to appraise and improve inspection and enforcement regimes.


	 Draft International Best Practice Principles 

Improving Regulatory Enforcement and Inspections
Regulatory enforcement and inspections should be evidence-based and measurement-based: deciding what to inspect and how should be grounded on data and evidence, and results should be evaluated regularly. 
The potential of market forces, private sector and civil society actions to support compliance and enforcement should be explored wherever possible: inspections and enforcement cannot be everywhere and address everything, and there are many other ways to achieve regulations’ objectives.
Enforcement needs to be risk-based and proportionate: the frequency of inspections and the resources employed should be proportional to the level of risk and enforcement actions should be aiming at reducing the actual risk posed by infractions.
Enforcement should be based on “responsive regulation” principles: inspection enforcement actions should be modulated depending on the profile and behaviour of specific businesses.
Governments should adopt policies on regulatory enforcement and inspections: clear objectives should be set and institutional mechanisms set up with clear objectives and a long-term road-map. 
Inspection functions should be co-ordinated and, where needed, consolidated: less duplication and overlaps will ensure better use of public resources, minimise burden on regulated subjects, and maximise effectiveness. 
Governance structures and human resources policies for regulatory enforcement should support transparency, professionalism, and focus on outcomes. Execution of regulatory enforcement should be independent from political influence, and compliance promotion efforts should be rewarded.
Information and communication technologies should be used to maximise risk-focus, coordination and information-sharing – as well as optimal use of resources.
Governments should ensure clarity of rules and process for enforcement and inspections: coherent legislation to organize inspections and enforcement needs to be adopted and published, and clearly articulate rights and obligations of officials and of businesses. 
Transparency and compliance should be promoted through the use of appropriate instruments such as guidance, toolkits and checklists. 







Regulatory enforcement and inspections should be evidence-based and measurement-based: deciding what to inspect and how should be grounded on data and evidence, and results should be evaluated regularly.
	Getting the policy settings right and deciding which inspection bodies and regulatory enforcement or regulatory delivery institutions should exist, and with what mandate, is essential. To achieve this existing structures, budget allocations, human and material resources, mandates and functions of enforcement and inspecting agencies need to be reviewed systematically using a transparent set of well defined criteria. 
	For most countries, the existing institutional structures and resources allocation have evolved over many years, incrementally through legislative and governmental decisions focusing on one particular issue at a time (often reacting to a particular emergency or event), without the benefit of a comprehensive perspective. As a result, government structures often have many overlapping or partly duplicating functions. Many inspection institutions also have a mandate that corresponds to issues that may have come to present little risk, or where inspections are not an effective compliance strategy. This provides an opportunity for countries to learn from the experience of other jurisdictions in those cases where regulatory compliance has been found to be effectively promoted through other means. 
	Likewise, resource allocation is often based to a large extent on decisions taken long ago, in a different context. Institutions were set up with a given budget and staffing, and these evolve from year to year based on budget constraints and policy priorities – but the allocation across the executive branch, between different enforcement and inspection areas, is not usually reviewed using a cost-benefit analysis and considering what hazards are being addressed by each structure, and at what cost. Such cost-benefit analysis should become a central element in the assessment and development of inspection and enforcement functions.
	A principle of evidence-based enforcement and inspections would require that inspectorates’ actions and their effectiveness should be regularly evaluated, against a set of well-defined indicators, and based on reliable and trusted data. Collecting data on activities and outputs (e.g. how frequently an agency conducts inspections, how many entities are subject to inspections, how much time, private or public is taken up with inspections – and what are the administrative sanctions or criminal prosecutions that may follow) is important to assess resource use and burden on businesses. However, these should not be taken as a reflection of the effectiveness (or lack thereof) of an agency. 
	Comparative research has shown that a high number of inspections do not guarantee greater levels of compliance, and many sanctions do not necessarily safeguard the public. On the other hand a small number of checks or prosecutions do not mean that compliance is high, as it may just reflect a lack of inspection resources, or lax enforcement. It is acknowledged that properly assessing the effectiveness of enforcement and inspection agencies is difficult, because improvements or worsening outcomes (health, safety etc.) cannot directly be attributed to their activities because of the vast number of other, often more important, factors. Nonetheless, it remains crucial to monitor such outcomes in order to judge whether enforcement is having any positive contribution. Overall, enforcement agencies should aim at a combination of:
· improved or maintained outcomes, all other things being equal (i.e. taking into account whether major externalities may have affected the level of outcomes)
· ensuring that the strong majority of regulated subjects are broadly compliant with all requirements that are critical to ensuring outcomes (such as safety, health, environmental protection, state revenue).
	Associated with this, the reliability of the data used is of particular importance. As a rule, data that is directly the result of an agency’s processes (e.g. number of prosecutions or sanctions, which is a number the agency can directly influence based on changes in enforcement policy) should not be used to assess compliance levels, because it is by no means “independent” data, and it creates negative incentives. More broadly, any data that is recorded or produced by the agency should be treated with caution in terms of evaluation, because of the potential for conflict of interest and there may be incentives for the inspectorate to alter the data so as to improve its apparent performance.[footnoteRef:2]  [2: . 	E.g. ramping up prosecution of minor cases if what is needed is to look more “active” in prosecuting – or on the other hand wilfully closing eyes on cases that actually deserve follow up, is what is required is to look more “business friendly”. This is why independent measures, and outcomes-based indicators, should always be preferred to such “activity level” indicators as “number of prosecutions”.] 

	In developing a regulatory enforcement policy, governments should have an overview of the significant policy areas of regulatory enforcement, in order to gather information on; 
areas of enforcement activities and the level of resources dedicated to enforcement activities;
opportunities for the effective use of alternative approaches to promoting compliance, including through civil suits and market mechanisms;
the potential for the use of risk assessment and management to identify and inform the design of enforcement strategies;
any potential to remove overlap or duplication across different inspection and enforcement activities;
availability (or absence) of a range of enforcement tools may include simple verbal warnings, improvement notices, administrative enforcement actions, civil penalties, criminal penalties, ability to seek orders from courts and/or take remedial steps to address the harms caused by violations etc.
	The review of enforcement activities should draw on international experience to evaluate the merits of different organisational approaches to address common public policy goals.
	A review of a government’s enforcement activities should be based on factors such as:
Negative impact of the risk or issue addressed (looking at economic, human, environmental impact, as relevant – and basing this assessment on statistical data for past years),[footnoteRef:3]  [3: . 	Or conversely estimated benefits (in terms of health, life expectancy etc.) of the improvements achieved as a result of enforcement activities.] 

Existence or not of alternative enforcement mechanisms, and their effectiveness, 
Level of effectiveness of enforcement and inspection activities for each given risk (assessed looking at historical data, international comparisons, available research), 
Level of overlap between the activities of different inspection and enforcement structures (using also international comparisons to look at different organizational models).
	Governments should not assume that wherever there is a legal requirement of some sort, an inspectorate necessarily needs to exist to enforce this requirement. Requirements may also be enforced through mechanisms of civil litigation, market forces and criminal law enforcement, if needed. There is a very wide range of topics that are covered by regulation, and not all of these warrant a specific agency to supervise them. 
	Governments should ensure that, when developing regulation, the priorities for the allocation of enforcement resources is informed by a cost-benefit analysis, based on effectiveness and efficiency criteria. This should include a consideration of whether compliance with the regulatory requirements can be expected to be achieved more efficiently through the mechanisms of civil litigation, market mechanisms and criminal law enforcement when needed. Going through such a process should also be used to ensure that, if it is found that inspection and enforcement by state agencies will indeed be needed, appropriate resources are foreseen and allocated, which is absolutely necessary to ensure results.
	For each enforcement and inspection agency or structure mandated with the authority to conduct enforcement and compliance, governments should ensure that this mandate is clearly defined with reference to the outcome indicators that the agency aims to influence (e.g. number of preventable deaths and injuries due to specific hazards, etc.), and that the agency is required to track and report on these regularly. To ensure the reliability of data used for evaluation, as far as possible, data used to evaluate an inspectorate’s activities is collected independently. The improvements in the number of businesses that are “broadly compliant” with the requirements should be used only as a complement to outcome indicators. In addition, information on the efficient economic costs of inspection activities on an industry sector (administrative burden, satisfaction level of businesses relative to information provided by inspectors, etc.) should also be tracked and reported upon systematically as well as indicators reflecting on the internal process improvements (proportion of inspections planned based on risk analysis, share of resources allocated to consultation and advice, uptake of tools facilitating compliance, etc.).
	In designing the indicators, the numbers of violations identified (recorded) by inspectors, and the value of penalties imposed should be tracked as reflecting information on the activities of the inspectorate, but should in no case be used as performance indicators as it cannot reliably correlate with good (or bad) performance of the agency. 
	In addition, factors such as perception of regulatees on the inspectorates should also be tracked. 
	Agencies should collect the data according to strictly defined protocols. In cases when data is produced or collected by the agency itself,[footnoteRef:4] it should be regularly cross-checked by independently conducted, representative surveys, or through the comparison with other existing sources of data.[footnoteRef:5] [4: . 	With the exception of data that, though collected by the agency, is obtained through a combination of very strict and pre-defined sampling and testing methods, and using scientific measurement instruments, e.g. food safety testing (if the monitoring/testing plan is adequate, and binding), environmental pollution monitoring (likewise) etc.]  [5: . 	E.g. data on occupational health and safety may be obtained indirectly by analysis of the health care providers statistics, which can then allow to cross-check data from occupational health and safety agencies.] 



The potential of market forces, private sector and civil society actions to support compliance and enforcement should be explored wherever possible: inspections and enforcement cannot be everywhere and address everything, and there are many other ways to achieve regulations’ objectives.
	While regulations of economic activities have existed for a very long time, the emergence of specialized institutions tasked with verifying compliance and enforcing rules has only been a gradual process, and in many cases a relatively recent one. It should not be assumed that each and every rule issued by the state needs to have a specific enforcement unit following up on compliance by businesses.[footnoteRef:6]  [6: . 	Not all rules and requirements relate to issues that can cause major harm to the public – and countless topics may be regulated, from language to nuclear energy, for instance. Not only would it be impossible to create a separate enforcement agency for each regulated topic, but even specifically assigning existing agencies to enforce each and every set of rules can result in perverse incentives, i.e. these agencies now having a mandate to follow up on specific requirements that may in fact have very little impact, present only very limited risk etc. As a result, burden for regulated entities is increased, and resources are diverted from more essential issues.] 

	In many cases, even if the regulation is both needed and cost-effective, there may cases where there is no need to assign state resources to control compliance and enforce it, because other mechanisms may be used for lesser cost and burden. In particular, when regulations apply to market relationships and services to be provided, it may be possible to rely on liability provisions for suppliers, combined with adequate insurance requirements for one or both parties. Governments, before deciding upon whether to assign inspection and enforcement resources to a specific regulation or set of regulations, should follow clearly stated criteria, such as:
Would violation of these regulations potentially cause immediate, irreversible harm – or would there be possibility to later on repair or compensate the damage adequately, once violation is identified? Alternatively, would remediating this harm be possible, but so difficult and so considerably more expensive than preventing it that there is a very clear case for preferring direct inspection and enforcement as a tool to try and avoid it?
Are there possibilities to rely on market mechanisms and providers of conformity assessment services, so that conformity can be verified by (adequately regulated and supervised) private sector entities, rather than directly by the state (and would this prove more cost-efficient for the state and for taxpayers)?[footnoteRef:7] [7: . 	Such systems are often possible in theory, but very difficult to make work well in practice, as they require a very strong legal framework, liability for private inspectors/certifiers, a robust insurance system and judiciary to back this up, etc. Also, they do not usually cost less than direct state inspections, but rather shift the costs to the regulated entities that make use of the system. Thus, this is a question of where the best capacity exists for this role (it might be in the private sector), and where the cost burden should lay (on all taxpayers, or only on regulated entities).] 

Can the potential liability in case of violation of regulations and subsequent harm be adequately covered through a mandatory insurance mechanism?
	If the conclusion is that non-compliance would not immediately cause irreversible harm, and that remediating any potential harm would not be prohibitively difficult or expensive, and alternative mechanisms are found to be applicable, governments should consider using market-based mechanisms rather than direct inspections and enforcement actions. Even when only some of these points are met, such mechanisms can be considered if, for instance, direct control by the state would pose an excessive burden on state resources or would result in major bottlenecks for the economy.[footnoteRef:8] [8: . 	This can happen for instance when the volume of goods, facilities etc. to be supervised is very high, and the complexity of checks significant. Because it would require a huge amount of state inspectors to conduct direct supervision, third-party (private) certifiers and inspectors are used in such cases. Many countries thus use such a system for technical regulation of goods on the market, some use it for construction, etc.] 

	Likewise, if the harm that could arise from non-compliance with regulations is assessed to be very low, and regulations nonetheless exist (in cases where OECD principles would rather recommend not to use state regulation), inspections and enforcement resources should generally not be allocated.
	Use of alternative means is not, by definition, appropriate for all types of regulations. The fundamental criteria should be the possibility of harm occurring that would be irreversible, or extremely costly and difficult to remediate. There are, in fact, many regulated fields that are very unlikely to cause such harm – and are nonetheless on the books. An easy to grasp example are the regulations on state language – while their aim may be considered as legitimate, it may not always be necessary to create a specific inspectorate to look after them.
	Such alternative means can of course function only if the appropriate legal underpinnings exist, as well as robust civil-society organizations, insurance markets, private-sector certifiers etc., as applicable to the type of approach chosen.
	In order to facilitate the use of such alternatives to state-driven enforcement, and to allow citizens, consumers, civil society organizations and contractual partners to obtain redress in case of violations, governments should adopt rules that allow for class-action lawsuits (if appropriate in their legal system) or equivalent mechanisms to make legal proceedings easier (e.g. by allowing civil society organizations or business associations to be parties in such cases) in case of alleged violation of regulations. These are in any case worth considering as a complement to state-driven inspections and enforcement.
	At the same time, governments should ensure that significant resources are allocated to promote compliance by means other than enforcement, in particular through information to businesses and consumers, and through the promotion of voluntary certification schemes. 
	It should be made clear, both in law and in practice that the primary responsibility for compliance and with safety lies with the regulated subjects. Inspectors and regulators are here to assist and promote compliance, including if need be through strong enforcement actions (sanctions, prosecution etc.), but not to actually implement regulations – by definition, compliance can only be achieved by the regulated subjects themselves. Likewise, inspectors and regulators cannot be the ones ensuring safety, as they are not the business operators – they can use a variety of means to push the operators to do so, but ultimate responsibility (and liability) can only be with the operators themselves. 
	Indeed, given that safety is to be achieved by the business operators themselves, industry associations have an essential role to play. They can support their members through information and training, nudge them to comply through voluntary certification and other schemes, etc. Mobilising them, be it as an alternative or a complement to inspections and enforcement, is very important to help achieve compliance and positive outcomes.
	Also, for certain regulated areas, while state supervision will be needed, it is possible to use the industry’s own safety monitoring efforts (e.g. in food safety, environmental safety spheres) and the data collected by the industry as elements for risk analysis and risk-based targeting.
	In areas where safety cannot be achieved without the end users or consumers being also involved (such as food safety), governments should similarly make this clear at the policy level, and mobilize resources to raise knowledge and improve practices of consumers and citizens overall. 
	This also means that complaints[footnoteRef:9] from citizens (consumers, workers etc.) should be incorporated into risk management. While such complaints should never be taken as the primary driver for targeting inspections, they are an important source of information – appropriate legislation should exist to protect “whistleblowers” when needed, and simple and effective channels should exist for such complaints to be submitted. [9: . 	What many countries call “complaints” is called in the United States “allegation”. We do not use “allegation” in the main text because it is, on the contrary, difficult to understand in most other OECD and non-OECD countries.] 



Enforcement needs to be risk-based and proportionate: the frequency of inspections and the resources employed should be proportional to the level of risk and enforcement actions should be aiming at reducing the actual risk posed by infractions.
	All enforcement activities should be informed by the analysis of risks. Each activity and business should have their level of risk assessed. Enforcement resources should then be allocated accordingly. Each set of regulations should likewise be given a level of priority commensurate to the risks they are trying to address. Risk should be understood here as the combination of the likelihood of an adverse event (hazard, harm) occurring, and of the potential magnitude of the damage caused (itself combining number of people affected, and severity of the damage for each). Governments should ensure that a consistent definition of risk is used throughout all inspectorates,[footnoteRef:10] and that it forms the basis for allocation of resources and targeting. [10: . 	This of course not meaning that risks are identical for all inspectorates, but that the definition of what “risk” means and how to assess it is similar.] 

	Such risk-analysis should be used at all steps of the regulatory process – when designing regulation, enforcing it, and evaluating it. It is particularly important at the enforcement stage, because it is physically impossible for governments to inspect each and every business or object, and because even attempting to do so (while not being necessarily effective) would result in massive and unnecessary administrative burden. Thus, because prioritization in inspection and enforcement actions is indispensable, governments should make sure that it is done on the basis of risk-analysis and assessment of businesses’ risk profile.
	In practical terms, this means that governments should ensure that each inspectorate develops/collects and uses the following:
Criteria to assess the risk of individual businesses and rank them according to assessed risk level;
Data on all (or at least most) businesses allowing to effectively assess their individual risk level[footnoteRef:11]; [11: . 	Such data can (and should whenever relevant and possible) incorporate the results of self-assessment and self-monitoring conducted by business operators themselves. Such self-assessment and self-monitoring should generally be encouraged, though caution about the potential for administrative burden is needed. Thus it should not be mandatory in all cases, but only when there is a clear cost-benefit case.] 

Planning and resource allocation mechanisms so that inspection visits are effectively planned based on the risk level, and resources are rationally allocated
Updating process so that the risk-profile of each business is regularly updated to incorporate new information, and risk criteria are modified based on new statistical data on hazards, possible damages etc.
	In addition to the allocation of inspection resources, the follow up actions taken based on inspections findings, should also be proportional to risk. Governments should adopt rules requiring all inspectorates to develop and implement enforcement policies based on risk-proportionality so that:
Types of violations are reviewed, analysed, and ranked according to the potential risk they present;
Guidelines are given to inspectorate staff prescribing to always assess the actual risk level presented by each recorded violation or set of violations before deciding on a sanction;
As a result of these steps, sanctions taken when violations are found are proportional to the potential magnitude of hazard – thus ensuring deterrence in the most hazardous situations but also reducing burden for minor shortcomings.
	Governments should ensure that risk criteria, policies, guidance, etc. are clearly communicated and explained to the public, and regularly reviewed based on results and available data, so that evolutions in hazards and threats are properly addressed.

Enforcement should be based on “responsive regulation” principles: inspection enforcement actions should be modulated depending on the profile and behaviour of specific businesses.
	The “responsive regulation”[footnoteRef:12] approach suggests that regulators should adopt a differentiated enforcement strategy based on the behaviour and history of the businesses they deal with. Used properly, responsive enforcement promotes compliance more effectively, while reducing the burden posed on the “best performing” businesses. Because businesses are informed about this policy, they have an incentive to improve their compliance and cooperate with regulators, because they know this will lead to less burdensome oversight. In this perspective, governments should promote the use of responsive enforcement approaches by regulators where possible and monitor their use. [12: .	“Responsive Regulation” is an approach that was formalized in 1992 by I. Ayres and J. Braithwaite and suggests that the most effective enforcement strategy will be one that does not treat all regulated subjects in a uniform way, or all similar violations in exactly the same manner. Instead, differentiation should be based on the overall behaviour of the regulated subject (generally compliant, or ready to become so – or on the contrary uncooperative), on the pattern of violations (rare or repeated), etc. According to this approach, not only should each inspector deal with businesses it visits on this basis, but regulatory enforcement agencies should publicly announce this approach, because knowing this will provide an additional incentive for businesses to be as much as possible compliant, as this will also mean inspectors will be relatively more lenient if some problem or mistake does happen (cf. I. Ayres and J. Braithwaite, Responsive Regulation: Transcending the Deregulation Debate, Oxford University Press, Oxford, 1992).] 

	The following approach is suggested:
Businesses that show a pattern of systematic and repeated violations of regulations are assigned a higher risk level,[footnoteRef:13] and accordingly checked more frequently; [13: .	Compared to what their “inherent” risk would be considering their type of activity and scope, and thus to what the risk level of other businesses with a similar activity would be.] 

Businesses which commit repeated and systematic violations are also showed no leniency when significant violations are found, and enforcement may immediately escalate to sanctions, and possibly suspension of operations, rather than just giving an improvement notice;
On the contrary, businesses which have a history of compliance should be gradually inspected less often (their risk level being rated lower) – and for first-time violations, inspectors should also generally start with improvement/warning notices or (in the case of lesser violations) verbal warnings, except in cases of major, imminent hazard;
Recently created businesses should be similarly first given a chance to improve, rather than immediately resorting to sanctions, so as to promote a culture of openness on their side (except, once again, if violations are seen to be particularly dangerous and/or were clearly committed intentionally, on purpose).
	In order for such a “responsive” approach to be effective, and as the necessary complement to compliance promotion approaches, the sanctions available to regulators need to be sufficient for deterrence. Whenever relevant to the type of violation, penalties should be set up in such a way as to at least capture the economic benefit that the violator obtained by failing to comply with regulations (if the violation did lead to an economic benefit). In all cases, enforcement agencies should have a range of penalties at their disposal (be they administrative sanctions that can be imposed directly, or penalties that can only be imposed by courts following successful prosecution) that allow to properly differentiate between minor and major violations, and to punish severely the most egregious violations, and those that create (or may have created) the most harm.
Governments should adopt policies on regulatory enforcement and inspections: clear objectives should be set and institutional mechanisms set up with clear objectives and a long-term road-map.
	Regulatory enforcement and inspections are functions that have a major bearing on regulatory effectiveness overall, on the intended effects of regulations in terms of public goods, and on the burden they pose to businesses and the economy. Thus, recognizing them officially as a distinct priority is a first essential step. Transforming regulatory enforcement and inspections practices and processes requires time – and therefore it is essential to have as much as possible continuity in goals and political support. The breadth of issues and institutions involved also makes it necessary to establish an overall framework or mechanism to steer improvements and reforms across the board. Governments should thus adopt official policies on reform, oversight and continuous improvement of enforcement and inspections.
	An official government vision on enforcement and inspections is important because: i) it recognizes the similarities between all functions and structures that deal with these issues, regardless of the sector, and thus to address problems and issues in a consistent way, as well as to tackle overlaps and duplications – ii) it can serve as basis and anchor for all inspection and enforcement reform initiatives in specific institutions and sectors. It also helps to mobilize public support for transformations by lending more visibility to the topic. 
	The policy on regulatory enforcement and its reforms should be based on clearly articulated overarching goals (e.g. combining safety and economic growth) as well as specific objectives (e.g. improving efficiency, minimizing burdens, concentrating resources and efforts where they can deliver the most results, improving transparency and responsiveness). The reform efforts should be regularly evaluated, and be updated where needed.
	The objectives should aim at addressing the issues that have been identified in each given jurisdiction as particularly relevant or problematic. These are likely to include excessive numbers of inspections or of institutions covering the same issues (at least for some types of businesses and sectors), unclear requirements and expectations, insufficient focus of resources on risk, and proportionality of sanctions to risk, lack of coordination and information sharing, limited (if any) provision of compliance supporting advice, evaluation systems treating outputs (inspections) as results, among the most typical problems. They may also include in some areas a problem of under-inspection, due to lack of resources, resulting in enforcement gaps in some critical areas (which resource reallocation and consolidation could help address). In all cases, it is essential to consider the actual situation in terms of risks and current outcomes in the country, to spot the areas of good and less good performance. Based on the analysis of the situation in their country, governments should developed detailed, specific objectives based on the OECD principles presented in this document.
	In addition, mechanisms are needed to drive the change process, evaluation framework and, if necessary, exert pressure. Governments should create an institutional set up that provides for co-ordinating and driving the change process, evaluation framework and, if necessary, exert pressure. This mechanism should ensure that all relevant ministries, agencies and structures (regulators, inspectorates etc.) are involved in a co-ordinated manner. A strong political leadership must be ensured as in case of all policy reforms. 
	Developing a long-term framework for improvement of inspections and enforcement should also be an opportunity to ensure that resources are planned and allocated in a transparent, evidence-based and stable manner. Adequate resources (commensurate to agreed goals and objectives) are indispensable for inspection agencies to function effectively, and having visibility on what these resources will be in future is similarly important.
Inspection functions should be co-ordinated and, where needed, consolidated: less duplication and overlaps will ensure better use of public resources, minimise burden on regulated subjects, and maximise effectiveness.
	One of the most important institutional changes to improve the efficiency of inspections and decrease the costs and burden they represent is to restructure enforcement agencies so that functions are consolidated, duplications and overlaps removed. Existing institutional structures are in many countries a result of ad hoc creations (when new legislation was adopted), or of policy changes focused on one sector but without a comprehensive perspective. Therefore, there are areas where more than one agency control and enforce regulations simultaneously, generally without coordination and in an inconsistent manner – and often with different sets of regulations. Governments should in this respect identify main areas of overlap and duplication among existing institutions authorized to inspect and enforce regulations with the aim to minimise those where necessary.
	Institutional arrangements will inevitably be diverse, depending on constitutional and other contexts. However, international experience shows that there is only a limited number of different types of risks, that should form the basis for restructuring. One of the possible approaches is an institutional structure close to a “one risk, one inspectorate” model, while of course accommodating local priorities and acknowledging that sometimes mergers can be very difficult and improved coordination can be an acceptable solution. 
	The suggested most important core inspection and enforcement functions that should serve as foundation for such a structure include:
Food safety
Non-food products safety[footnoteRef:14] [14: .	Successful examples exist of agencies dealing with both food and non-food products safety but, because the set of regulations and issues differ, it makes sense to consider them as separate fields, even if they may be brought under one roof to optimize use of resources and information sharing.] 

Technical and infrastructure/construction safety
Occupational safety and health
Environmental protection
State revenue[footnoteRef:15] [15: .	All too often, state revenue agencies are excluded from broad Government programmes to improve inspections and enforcement. While there of course are important specificities in their work (as, even more so, in financial services supervision), there are many areas where the same tools and approaches are needed as in other inspections (risk management, compliance promotion etc.), and it thus makes sense to consider them as essential parts of the broad enforcement and inspections system.] 

Transportation safety[footnoteRef:16] [16: .	Presented here as one function even though, in practice, countries usually have separate agencies looking at road safety and air safety – and possibly more. There are of course no overlaps between these because of the very clear specialization.] 

Banking, insurance and financial services supervision
Nuclear safety.[footnoteRef:17] [17: .	Arguably could be under technical, OSH and environmental supervision. In most countries, however, the specificity and technical difficulty of the sector have led to a specific agency being in charge of nuclear installations when they exist.] 

	It should be noted that there is a trade-off between consolidation (and thus rationalization) and specialisation, which can help deliver better results in very narrow, high-hazard areas. Thus, governments may decide to split some of these core functions to keep some higher levels of specialization (including e.g. between financial services, banking, insurance – or to keep aviation separate from other transportation means). In other cases, the added value of resource-sharing and coordination may be deemed more important, and additional consolidation can take place (e.g. merging food and non-food safety, or even setting up a single inspectorate for most technical safety functions, with different internal departments looking at specific issues but under a joint management).
	The aim of such re-organisation should be not only to remove duplications (thus decreasing costs and burden) but also to improve coordination and focus, and allocation of resources. Thus, the new structure should be implemented alongside a review of the resource repartition between enforcement areas (in line with principles 1 and 3). It should also be an opportunity to improve coordination and information sharing, and to improve governance (in line with principle 7). 
	An important aspect of potential duplication, and need for coordination, is the interaction between national (or federal) level inspectorates, and local ones (at whichever level of local jurisdiction). It is needed to consider both levels when reviewing functions and competences, so as to ensure that there is no duplication of work, nor additional burden due to repeated checks by different levels, and that coordination and exchange of information between these different levels are fully effective.
	Governments should put in place policies that ensure effective information sharing and coordination between inspectorates. The following approaches may contribute to the improvement:
Creating a unified information system (in line with principle 8);
Merging most inspection structures within a “single inspectorate” (keeping specialized departments but within a single agency with unified management);
Setting up a coordination council wherein most inspection agencies meet, harmonize practices and share information;
Requiring all inspection agencies to systematically share with others all relevant data, and inspection plans;
Limiting re-inspection of the same issue by different inspectorates in the same business within a given time period (e.g. one year), except if problems have been identified in the first visit, or if new evidence surfaces that indicates that a new visit may be necessary.
	Clearer responsibilities, improved focus of resources, better coordination all lead to improved effectiveness, and not just to higher efficiency and decreased burden. However, this higher effectiveness can only be achieved if inspectors operate in a consistent and transparent way, so that regulated subjects clearly know what to expect and how to comply. Thus, whichever exact institutional set up is selected, governments should ensure that agencies supervising related fields and spheres should harmonise their approaches and requirements, and publish joint guidance whenever possible.
Governance structures and human resources policies for regulatory enforcement should support transparency, professionalism, and focus on outcomes. Execution of regulatory enforcement should be independent from political influence, and compliance promotion efforts should be rewarded.
	Professionalism should be the foundation of regulatory enforcement and inspection institutions. This means not only technical competence in the fields relevant to the type(s) of risk(s) addressed, but also generic inspection skills (or “core inspection skills”) relating to how to conduct inspections effectively and promote compliance, ethical standards of behaviour, risk management, inter-agency cooperation – and operational management. Governments should establish human resources and training policies that ensure that:
Management staff is recruited in a way that ensures they have adequate professional management skills and experience, and not just technical competence;
Staff training results in operational personnel having, beyond technical skills, a real understanding of what inspections and enforcement aim to achieve, how to interact most effectively with regulated subjects (and in particular foster compliance), how to assess and rank risk – as well as all relevant ethical standards.
	In some cases, even when civil service legislation generally means that the staff of regulatory agencies is protected from political interference, this does not fully apply to their management that tends to be more frequently replaced in line with political changes. Furthermore, even when even senior management is covered by civil service provisions, agencies in charge of enforcement and inspections are under the direct supervision and influence of ministerial departments, and may alter some of their priorities based on political decisions. It is essential to ensure that inspectorates are able to set and follow their work priorities (which businesses to inspect, for instance) based on professional decisions and expertise, with political decision intervening only at the level of the overall strategy and resource allocation. It is also essential that staff and management feel free to pursue the agency’s objectives without fear of political interference in operational matters, or politically-driven management changes. 
	Thus, governments should establish the following:
Stability of senior management of inspectorates even when chief executives change (with careers governed by overall civil service rules and specific performance management policy, but not by external interference);
Appointment of chief executives (and possibly of some other senior positions) through an open process, based on appropriate professional credentials, and with the decision subject to a collegial review and open scrutiny (be it through a board, government meeting, confirmation process or other), and not a simple decision by a minister or higher official;
Institutional identity of inspectorates as distinct from ministerial departments, so that they can clearly have their own strategic, objectives, activity planning etc. – and with as much as possible distance from political decisions or interference. Inspecting and enforcement structures may still be part of a broader body with rules-setting functions, for instance, but the specificity of inspection and enforcement activities should be acknowledged and reflected in the structure, resource allocation etc.


	At the same time as shielding daily operations from political interference, governance systems for inspectorates, and performance management, should aim at avoiding regulatory capture, which can arise when regulators become too close to regulated entities, and too lenient as a result. Among the tools that can help to avoid such regulatory capture are appropriate representation of stakeholders’ interests in inspectorate governance (e.g board members representing consumers, workers etc.), performance indicators based on outcomes,[footnoteRef:18] transparent guidelines ensuring consistency of inspectors’ behaviour, etc. (if the regulator really is exceedingly lenient, this should translate in poor outcomes: [18: . 	If there is really capture, i.e. the regulator is showing undue leniency in cases where it should adopt a harder stance, this should translate in lower compliance and worse outcomes. If no such worsening takes place, it means the regulator is having an appropriate relationship with regulatees, possibly with a large amount of cooperation, but with regulated subjects knowing that the regulator will act strictly if and when needed.] 

	Performance management policies for staff need to reflect the overall aims of enforcement activities and the specific goals of each agency, and in particular the performance indicators for the agency defined according to principle 1. Thus, governments should mandate that each inspectorate develops and adopts human resources performance management policies that ensure that:
Staff that systematically aim to find the highest possible number of violations and issue the highest possible sanctions are not necessarily considered high performers;
On the contrary, staff that effectively promote compliance and work in line with principles of “responsive regulation” are given appropriate recognition;
Overall, performance in terms of reaching regulatory outcomes and regulatory compliance is assessed across teams or units, rather than individually (as significant results in terms of compliance or safety improvement cannot be seen as the result of just one individual’s work). Individual performance is then being assessed based on each staff member’s participation in his/her team’s work.
	To ensure that inspections and enforcement are effective and transparent, the professional competence of regulatory agencies’ agents (inspectors in particular) is essential. Just as essential is that the way they are managed creates appropriate incentives, that support compliance promotion efforts. Governments should adopt human resources frameworks for regulatory enforcement bodies, including professional competence development plans and performance management guidelines that are in line with these principles.
	A competency framework for inspectors would encompass not only technical skills (of course fundamental – ensuring that inspectors’ specific knowledge remains current throughout their career), but just as importantly generic skills relating to their work as inspectors. This should include the understanding and analysis of risk, approaches to compliance promotion (communication, relationship-building, how to handle violations), etc. It is also important for inspectors to have some understanding of the key parameters of other inspection areas, so that they do not make recommendations that go directly against safety in another sphere, and are able to contact colleagues from other institutions if they spot what they deem to be potential major hazards in another area of competence. Inspectors also need to have a sufficient understanding of business logic, market forces and the role of consumers and other market players in driving business attitudes (including compliance). Conflict management skills are also important for them to handle often complex situations with businesses. Finally, investigative skills are key to finding out problems that may be hidden by businesses actively trying to fraud. While these are linked to technical knowledge, there is also an important dimension that goes beyond technical competence and is about asking the right questions and looking beyond the surface. Governments should foster the development of such competency and training frameworks across all inspection agencies.
	Developing inspectors’ competence and autonomy, to enable them to handle complex situations and spot unforeseen problems, is important. It is just as essential, on the other hand, to balance this autonomy with greater coherence and consistency, so that regulated subjects are not confronted with excessive variations depending on which staff they are in contact with. Governments should ensure that inspectorates issue guidance to their staff on how to handle specific situations and how to interpret legislation in a consistent manner.
	Management of inspectors, be it at the operational or career level, should foster attitudes of responsibility, transparency, cooperative approach and compliance promotion, as well as of course ethical standards and attention to high risks. Performance of inspectors should be appraised based on standards that are in line with these principles. Governments should require enforcement agencies to develop and implement performance management approaches that foster risk-focus, proportionality and compliance promotion in inspecting approaches.


Information and communication technologies should be used to maximise risk-focus, coordination and information-sharing – as well as optimal use of resources.
	Information technology is essential in order to achieve major effectiveness and efficiency improvements in regulatory enforcement and inspections. It is the indispensable basis for risk-based planning, and for effective coordination of inspections. At the same time, if there is no comprehensive view of the information system across all types of inspections, the result can be duplicated expenses and work, incompatible systems, lack of information sharing. To ensure that information technology can deliver its full benefits, governments should develop and adopt a coherent vision of the development of information systems in enforcement and inspections – this vision should aim at ensuring coordination and data sharing.
	Many inspecting agencies have partly similar focus, and thus a large amount of the information they need is similar. Findings by an inspector working for one of them can be directly relevant to other agencies. Being able to share relevant data allows inspectorates to have a much more accurate and updated assessment of the risk level of each business, without spending additional resources. It also enables them to avoid duplication of work: if an inspection has recently been conducted by an agency, its findings being available to others mean that they can avoid another visit if the situation has been shown to be good. Governments should make sure that essential data from each inspection is made available to other agencies to serve for risk analysis and management.
	As a substantial amount of the data used to build inspections information systems is common across agencies (business name and address, business location and size, etc.), it makes sense for several (or all) inspection agencies to rely on a common database. At a minimum, the structure and indexing of data needs to be the same in each separate database so that exchange of information can take place effectively. Governments should consider setting up a joint database to be used by multiple inspectorates, and at a minimum adopt common standards for information structure to ensure inter-operability.
	Modern technologies allow the integration of many key processes of regulatory enforcement bodies into one system – inspections planning and scheduling, recording of findings, follow up and administrative sanctions, inspection tools such as check-lists, even staff time management (at least in relation to inspection visits), data analysis and reporting. Setting up a joint system for several inspection bodies, rather than procuring separate systems with largely similar specifications, is cost-effective in addition to offering considerable benefits in terms of risk-management and coordination, such joint systems (for several or most inspection bodies) should therefore be preferred whenever possible. Governments should support the renewal of information systems for enforcement bodies, aiming at supporting effective risk-management, and give preference to shared systems across several inspectorates whenever possible.
	In those countries that have partly or widely decentralized regulatory enforcement and inspection structures, sharing of data may be particularly important but relatively more difficult to organise, because of the number of decentralized bodies involved. A related problem is the need to share data beyond the circle of state agencies – with non-state regulators, with third-party certification bodies, with private businesses (self-monitoring data, which can be a major source of information for risk analysis). Systems can and should be built gradually to allow for greater data sharing and inter-operability between all these agents. Governments should, as much as possible, promote adoption of shared systems for inspections at the local level – with either integration into a broader, national database, or effective mechanisms to share data between different localities and with central authorities. They should also promote mechanisms that allow data from non-state actors to be integrated into risk-management systems.


	Information systems that are geared towards enabling risk-focus in enforcement and inspections are also a key tool in helping manage the many complaints that regulatory enforcement agencies often receive. While initial screening of complaints (whether they deal with a legitimate legal issue or not, whether they appear substantiated and serious, are urgent or not) needs to be done by qualified staff, the proper use of complaints is mostly as an element in risk management. Except for the most urgent cases (where there is sufficient reason to believe an imminent danger may exist, and immediate reaction may be necessary), even complaints that pass the different screening filters should not lead to an inspection visit but rather be integrated in the information system for risk-based analysis. Repeated complaints about the same product or business should be a factor that markedly raises their risk level, which in turn will lead to inspections becoming more likely and frequent.
	In most (if not all) countries, legislation regulating privacy may make it difficult to extend the scope of information sharing between inspectorates. When this is the case, and there is a conflict between the privacy objective and the need to improve effectiveness and efficiency (and thus reduce costs and burden) through information sharing, a cost-benefit analysis should be conducted to weigh the expected loss in terms of privacy against the anticipated benefits. Revising privacy legislation may be necessary in some cases, and this should be considered as a legitimate option – but in many cases it should be possible to operate within existing rules if appropriate safeguards are developed to ensure that the data is made available only to the officials who will really need it. 


Governments should ensure clarity of rules and process for enforcement and inspections: coherent legislation to organize inspections and enforcement needs to be adopted and published, and clearly articulate rights and obligations of officials and of businesses. 
	One of the difficulties that may harm inspections and enforcement in many cases is the lack of clarity: who can inspect what, with which rights and authorities, and what are the rights and obligations of regulated subjects, are all points which are often unclear to most involved. This lack of clarity is frequently due not just to the lack of consolidated information, but to the lack of specific legislation on the issue. The exact way in which this can be addressed is of course country-specific – legislation, government decisions etc. can all be used to this purpose. Governments should aim at clarifying the framework for enforcement and inspections, through appropriate legal instruments.
	A key element of such a legal framework is a clear list of which institutions can inspect what type of issues. This allows avoiding duplication and overlaps, confusion, and gives regulated subjects the possibility to protect themselves against abuses, and to know where to look for information. Governments should ensure that a comprehensive list of bodies authorized to inspect, with their sphere of competence, is officially published and updated when needed.
	Other very important aspects of framework process regulations include ensuring proper organisation of inspection visits and establishing clear requirements for each step of the inspection process. This includes clarifying who has authority to appoint an inspection visit, which documentation an inspector should present upon inception, how the visit should be concluded, what the mechanism is for taking samples (and in particular who compensates the costs), who has authority to impose sanctions. Inspections follow-up should also be covered, so that implementation of improvement notices and inspector recommendations are checked systematically – remotely (mail or phone) in most cases (limited risk or good prior compliance), or on site in higher risk cases. Governments should issue regulations or initiate legislation that organise the whole inspection process along these lines.
	Except in specific circumstances, e.g. where imminent danger or fraud is suspected, experience has shown that advance notification of visits can help both regulated subjects and inspectors. By avoiding unexpected disruption of their activities, it alleviates the burden on businesses. Because these are prepared, inspectors find that documentation and needed specialists are more easily available. Advance notification also pushes businesses to check and improve their compliance, which should be seen as positive, not negative. Well trained and experienced inspectors will nonetheless be able to spot underlying issues and problems. Governments should allow and encourage the use of advance notification in appropriate circumstances (regular inspections, no suspicion of fraud or criminal behaviour).
	Regulated subjects should be clearly informed of what rights and obligations they have in the inspection process, how to challenge and appeal the conclusions if relevant, where and how to obtain compliance assistance, or report abuses if any. Governments should ensure that an official legal document summarises rights and obligations of regulated subjects in the inspection process.
	The most vulnerable subjects in the enforcement and inspection process, MSMEs in particular, are generally the less well informed about it. Governments should actively disseminate information on the enforcement and inspection framework regulations through all available media and channels.


Transparency and compliance should be promoted through the use of appropriate instruments such as guidance, toolkits and check-lists. 
	For many regulated subjects, it can be difficult to understand what they need to do to be in compliance with applicable regulations. There are many regulatory documents, generally in complex language, and the requirements they set forth are often described in a “performance-based” way – i.e. that the process has to be safe, in such and such circumstances. While this gives welcome flexibility on the exact methods to achieve safety, which is appreciated by larger, more advanced businesses, it often is very difficult to follow for MSMEs or businesses with less expertise. Governments should require enforcement agencies to develop and publish guidance notes or toolkits that help MSMEs understand the requirements and how to comply in the most widespread situations and sectors – and ensure that these guidances are officially issued and there is assurance that inspectors will consider businesses that follow them to be compliant.
	Lack of consistency between inspectors in the way they interpret requirements, and lack of predictability in what will be expected from the regulated subjects, are issues that not only create burden for businesses – but also result in lower compliance overall, as businesses are discouraged from trying to comply. Adopting tools that ensure more consistency not only alleviates these problems, but also helps inspectors know what to focus on, and thus helps inspectorates ensure quality standards among their staff. Compliance manuals, which can include check-lists that present key requirements in a straightforward way, are one good option to address this. They need to be developed specifically for each type of inspection and of regulated subject (sector, activity etc.). They also need to be risk-focused – i.e. not seek to include each and every requirement, but really focus on the essential ones, as much as possible. Finally, they should be regularly updated based on feedback from inspectors in the field, and from business representatives. Governments should encourage the development and use of inspection compliance manuals/check-lists, and consider making them mandatory at least for inspections of MSMEs, or for some widespread types of inspections.
	Dealing effectively with questions from businesses is essential to increase compliance. Setting up hotlines and on-line support with well trained staff and thoroughly thought through sets of answers for specific issues is a cost-effective tool to achieve this.
	For larger or more complex businesses, such instruments as toolkits or check-lists are often neither appropriate, nor helpful. What is needed is to have the possibility to request assured guidance from the regulatory enforcement agency – i.e. a consultation and review of the way the business works or purports to work, and a response on how the regulator considers that compliance can be ensured.[footnoteRef:19] The response should be “binding” for the regulator in the sense of providing assurance: as long as the business really adheres to the operational solutions endorsed by the regulator, it should be considered in compliance. This, again, can help to improve compliance considerably, while also making growth and development far easier for businesses. It provides a much more conducive environment for investment. Such services, because they can require quite significant resources (and because not all businesses will benefit from them to the same extent), could be provided on a cost-recovery basis. To support MSME development, regulatory enforcement agencies could also extend such schemes to sector associations, allowing them to support their members through assured guidance on how to achieve compliance. Governments should create the legal conditions for regulatory enforcement agencies to provide assured guidance, and encourage the development of such-schemes. [19: . 	Such individual consultation may of course be very beneficial to MSMEs too but there may be an issue with the number of firms involved, and with the costs. Hence one option can be to give such advice to/through sector associations.] 
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